
Multi-factor Authentication
8.0 Multi-factor Authentication in Liquid UI

Access Management Portal (LAMP)
Liquid UI has incorporated a multi-factor authentication (MFA) mechanism to add an
extra layer of security to safeguard your account against unauthorized access. 

LAMP users can now choose to enhance security by adding a second layer of
authentication. This can be either a time-based, six-digit code delivered to your
email as a one-time password (OTP) or a system-generated security key generated
in the Google Authenticator app of your Android/iOS devices. 

In this section, the following topics will be covered.

Configuring (Enable/disable) MFA to your LAMP account
Sign in to the LAMP after enabling MFA
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